BLS

- BLS International reinforces continuous security and
data protection measures for VISA Services in Algeria
/ Morocco

- Launches citizen awareness campaign to combat fraud and unauthorized
intermediaries

Casablanca / Algiers, February 02, 2026 — BLS International, a trusted global partner to governments
and a leading provider of Al- and technology-enabled government-to-citizen (G2C) services, today
highlighted its continued investments in advanced cybersecurity, digital infrastructure, and fraud-
prevention systems to ensure secure, reliable, and equitable access to visa application services for
applicants in Morocco and Algeria.

BLS International has also launched a citizen awareness and anti-fraud drive across (country) to
educate applicants about common fraudulent practices, warn against unauthorized agents and
intermediaries, and reinforce the importance of using only official BLS International platforms and
channels for visa appointments and submissions.

Over the years, BLS International has consistently strengthened its technology ecosystem to enhance
applicant experience while maintaining the highest standards of security, compliance, and system
integrity. Its digital platforms—including online appointment scheduling, application submission
workflows, and biometric enrolment systems—operate at significant scale and manage very high
volumes of daily traffic, particularly during peak travel seasons.

To support this scale securely, BLS International has implemented a multi-layered, enterprise-grade
technology architecture designed to deliver high availability, operational stability, and robust
protection against evolving cyber threats.

Key elements of this infrastructure include:

e Advanced Persistent Threat (APT) protection to defend against sophisticated cyberattacks

® Real-time threat-intelligence systems monitoring emerging risks

e Server-side validation of biometric and liveness checks

e Enhanced bot-prevention technologies at both application and server levels designed to
ensure fair access for genuine users.
Custom rate-limiting on individual system endpoints to prevent overload and abusive
automation
Continuously updated Web Application Firewall (WAF) rules based on traffic behavior
Server-level fraud and anomaly detection mechanisms
High-load management using concurrency controls and advanced database row-locking
Regular platform updates aligned with evolving usage patterns and threat landscapes

According to Amit Ganpuley, Regional Head for North Africa, BLS International:

“We continuously invest in advanced security engineering, system resilience, and performance
optimisation to ensure that applicants across North Africa can access our services through stable,
protected, and internationally compliant digital infrastructure. Technology plays a central role in
safeguarding applicants, government processes, and public trust.”
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“Alongside our technology investments, we have launched a targeted fraud-awareness campaign to
educate applicants about common scams and unauthorized intermediaries. We strongly encourage
applicants to rely only on official BLS International channels and to remain vigilant against misleading
claims or promises of expedited appointments.”

Through sustained investment in cybersecurity and infrastructure modernisation, BLS International
remains committed to providing applicants in Algeria / Morocco with a secure, transparent, and
resilient digital environment, while supporting the operational and security requirements of its
government partners across the region.

About BLS International Services Limited:

BLS International Services Ltd. is a trusted global tech-enabled services partner for governments and
citizens, having an impeccable reputation for setting benchmarks in the domain of visa, passports,
consular, citizen, e-governance, attestation, biometric, e-visa, and retail services since 2005.

The company works with over 46 client governments, including Diplomatic Missions, Embassies, and
consulates, and leverages technology and processes that ensure data security. The Company now
has an extensive network of more than 50,000+ centers globally, with a robust strength of over
60,000+ employees and associates that provide consular, biometrics, and citizen services.

BLS International is certified with CMMI DEV ML5 V2.0 & SVC ML5 V2.0, ISO 9001:2015 for Quality
Management Systems, ISO 27001:2013 for Information Security Management Systems, I1SO
14001:2015 for Environmental Management Systems, and more.

BLS International is the only listed company in this domain with operations in over 70 countries. For
more information, please visit www.blsinternational.com.
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